
DATA INCIDENT NOTIFICATION

What Happened

Braddock Electric ("Braddock") is conrrnittecl to saleguarding the privacy and security of the inl'ornration entrusted to
it. Braddock was subjcct to a criminal cyberattack that irnpactcd a Cornpany email account ("lncidcnt"). With
assistauce fi'orn third-pal'ty experts, we took irnmediate steps to secure our systems and investigate the nature and
scope of the Incider.rt. As part of our extensive investigation, we wolked diligently to identify any personally
identifiable infornration ("PII") that rnay have been subject to unautliorized access ol acquisition as a result of the
Incident. On or about October'23,2025, we detel'mined that PII fbr certain individuals rnay have been impacted by
the Incident. We found r1o evidence that inforrnation was misused as a result of this Iticident.

What Inlbrnration Was Involved

The irnpactcd ernail account may havc corrtained one or niore of the following categories of PII relatcd to thc affcctcd
individuals: namesl social seculity nnr.nbers, driver''s license/state ID nurnbels, and financial account infbnration.

What We Are Doing

Out of an abundance of caution, we are providiug this notice so that all potentially afl.ected individuals can take steps
to rnininrize the risl< that their inlbrmation will be rnisused.

We tt'eat all sensitive iufomration in a confidential mannel and are proactive in the caleful handling of such
iufortnation. Since the Incident, wc have implernentecl a series of cybersecurity enhancements and will soon roll out
others.

What You Can Do

Irr addition to ent'olling in the fiee credit rnonitoring and related services mentioned above, we lecomrnend that you
retnain vigilant and take the following stcps to protect your identity, credit, and personal information:

1. Contact tlre nationwide credit-r'epot'ting agencies as sool'l as possible to:

o Add a fi'aud alert statenrent to your credit file at all three national credit-r'eporting agencies: Equifax,
Expetian, and TransUnion. You only necd to contact one of the three agencies listcd bclow; yorir request
will be shared with the other two agencies. This frar.rd alert will remain on your credit file for 90 days.

o You catt also rcceive information from tliese agencies about avoiding identity theft, such as by placing
a "security freeze" on your credit accounts.

o Remove your name fronr rnailing lists of ple-appl'oved ofters of credit fbr apploximately six months.

o Receive and calefirlly review a fi'ee copy of your creclit report by going to www.aunualcrcclrlr_clral!-aarl.

Equifax
P.O. Box 105069
Atlanta, GA 30348-5069
(866) 34e-519r
rvww.erlui1'zrx.conr

Expclian
P.O. Box 9554
Allen, TX 75013
(888) 397-3142
ywry.grpgl

TransUnion
P.O. Box 2000
Chester, PA 19022
(800) 680-7289
www. trarr sttr.r i on.coll

2. Carefully review al1 bills and credit card statements you receive to see if there are items you did not contract
fbr or purchase. Also review all of your bank account statenrents fi'cquently for checks, purchases, or
dedttctions uot urade by you. Note that even if you do r.rot find suspicious activity initially, you should
coutinue to check this infonnation pcriodically since identity thicves sontetirnes hold on to stolen personal
inlbrmation before using it.

3. The Federal Trade Comtnission ("FTC") offers corlsulrer assistance and educational rnaterials relating to
identity theft, privacy issues, and how to avoid identity theft, such as by setting up fraud alerts or placing a



"security freeze" ou your credit accounts. The FTC can be contacted eithel by visiting ,,r,ww.ttc.ger,,

ww\\r.consLlnlar-C9y4dlrgl1, or by calling (811) 438-4338. If you suspect or know that you are the victirn of
identity theti, you should contact local law enfbrcement ol the attorney gencral, and you can also contact the
Fraud Depalttnent of the FTC, which will collect all inlbrmation and make it available to law enforcement
agencies. The FTC can be contaoted at thc website or phont: number above, or at the mailing address below:

FcdcraI Tradc Commission
Cottsurnet Response Center
600 Pennsylvania Avenue
NW Washington, DC 20580

4. Mar.y,lunT Residents:You nray obtain infbrnration abor.rt avoiding idcntity theft fi'onr the Maryland Attorney
Genelal's Ofllce: Oflice of the Attorney General of Maryland, Consumer Protection Division,200 St. Paul
Place, Baltimore, MD 21202, r.i'ww.oag.state.md,us/Consuurcr', Telephone: 888-743-0023.

For Morc Information

If you have questions or concerns, please contact us at 30,l-759-9020, Monday thlough Friday, 8:00 AM to 4:00 PM
EST, exclr,rding holidays. We sincelely apologize fbr this sitrlation and any concelll or incorrvenrerce it nray cause
you.




